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Overview  
ÅExam Objective 3.1: Configure DNS Zones 

ÅUnderstanding DNS 

ÅConfiguring and Managing DNS Zones  

ÅUsing the Dnscmd Command to Manage 

Zones 
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Understanding DNS  
ÅDomain Name System (DNS)  is a naming 

service used by TCP/IP networks and is an 

essential service used by the Internet.  

ÅTranslates URLs to IP addresses. 

ÅEarly TCP/IP networks performed name 

resolution using hosts files stored locally on 

each computer.  
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Benefits of DNS 
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Ease of use and simplicity 

Scalability 

Consistency 



Understanding DNS 
Names and Zones 

ÅFully qualified domain names (FQDNs)  map 
a host name to an IP address.  

ÅExample:  

o computer1.sales.microsoft.com represents an 

FQDN 

o computer1 host is located in the sales domain, 

which is located in the Microsoft second -level 

domain, which is located in the .com top -level 

domain  
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DNS Hierarchy  
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DNS Terms 
ÅEach node or leaf in the domain name tree is a 

resource record (RR) , which holds information 

associated with the domain name.  

ÅTop-level domains  consist of generic top -level 

domains and international country codes.  

ÅSecond -level domains  are registered to 

individuals or organizations.  

ÅA host  is a specific computer or other network 
device in a domain.  
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Address Resolution 
Mechanism 
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Using a recursive 

query to perform 

DNS forwarding, 

when needed  



Address Resolution 
Mechanism 
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Performing an 

iterative query  
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Deploying DNS  
Steps in deploying DNS: 

1. Install DNS on one or more servers.  

2. Configure the DNS server, if necessary.  

3. Create forward and reverse lookup zones.  

4. Add resource records to the forward and 

reverse lookup zones.  

5. Configure the clients to use the DNS servers.  
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Install DNS 

Selecting DNS Server to install  
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Install DNS 

Adding roles and features  
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Install DNS 

Viewing the DNS Manager console  
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Primary and Secondary 
Zones 

ÅPrimary zone : Provides an authoritative, 
read -write copy of the zone.  

ÅSecondary zone : Provides an authoritative, 
read -only copy of the primary zone.  

ÅForward lookup zone : Contains most of the 
resource records for a domain. Used 
primarily to resolve host names to IP 
addresses.  

ÅReverse lookup zone : Used to resolve IP 
addresses to host names.  
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Primary and Secondary 
Zones 

A server can host all primary zones, all 

secondary zones, or a mix of primary and 

secondary zones as follows:  

ÅPrimary name servers : Servers that host 

primary zones.  

ÅSecondary name servers : Servers that host 

secondary zones . 
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Create a Standard Forward 
Lookup Primary Zone  

Creating a new forward lookup zone  
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Create a Standard Forward 
Lookup Primary Zone  

Selecting the zone type  
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Create a Standard Forward 
Lookup Primary Zone  

Specifying the zone name  
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